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A policy drafted by CompuBrainTM accepted in corporate companies for 
all computer users, mentioning ‘how to’ and ‘what not to’ while utilising 
company’s IT resources, thus helping your IT department remain 
transparent against all policies for a safe and a secured IT network. 
Technology is developed for the betterment of mankind. Its abuse can 
cause severe consequences to the well being of the very human kind who 
invented it. To prevent this here is a little what the technology community 
can do. 
 
Computer user certainly should not technology and its associated 
peripherals to violate the rights of other people. It is also to be understood 
and practised that a user be non inquisitive about other users’ work and 
related electronic data. A user should in no case interfere with other 
systems’ work. Technology and its entities are meant to be used for the 
good of users and not for stealing. All the intellectual property rights and 
copyrights should be respected. Pirated software and unlawful use of 
proprietary materials should be avoided. All the technological and 
information systems related creations should take in to consideration its 
effects on social environment. Computers and technology should be used 
appropriately in a manner that your peers, co-workers and the community 
do not feel disrespected.


